|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **SCPID# 6249** | |  | | |
| Test Title: | | [**Support #12933**](https://hub.penril.net/redmine/issues/12933) **12990 L12 [IOS] - Pentest - Overly Permissive Permission** | | |
| Test Description: | | **Description –**  Mobile operating system assigns every installed application with a distinct system identity (Linux user ID and group ID). Because each application operates in a process sandbox, the application must explicitly request access to resources and data outside their sandbox. They request this access by declaring the permissions they need to use certain system data and features. Depending on how sensitive or critical the data or feature is, system such as Android will grant the permission automatically or ask the user to approve the request.  **Action Plan -** Removed NSLocationAlwaysUsageDescription and NSLocationWhenInUseUsageDescription since Branch Locator seems to not require the permission to use the location. This might be due to the nature of Branch Locator is to locate the branch or banking agent instead of utilizing GPS. | | |
| Test Functionality: | |  | | |
| Test Procedure: | |  | | |
|  | | | | |
| **Response Message:** | | | | |
| Test Result: | Pass:  Fail: | | **Tested by:** |  |
| Reason for Failure: | |  | | |
| Remarks: | | **Screenshot fixes IOS:** | | |