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# Negative Test: Task #4454: reLoc II: To store Factory ID in RCAS (wsCreateSuperUser)

|  |  |  |  |
| --- | --- | --- | --- |
| Field Name | Max Length | Field Type | Nullable |
| adminId | 10 | String | False |
| adminPassword | 0 | String | False |
| userId | 30 | String | False |
| password | 0 | String | False |
| companyId | 30 | String | False |
| provider | 30 | String | False |
| userName | 40 | String | False |
| countryCode | 2 | String | False |
| pinLength | 2 | Integer | False |
| applicationId | 3 | Integer | False |

## Request – Invalid adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS1</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – Invalid adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>99</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – Invalid adminPassword

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL1</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – Invalid adminPassword

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

 xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>99</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]></ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – Invalid userId

There is no invalid user id, webservice will create user id as send by request if user id sent did not exceed the length. No validation for invalid user id.

## Response – Invalid userId

There is no invalid user id, webservice will create user id as send by request if user id sent did not exceed the length. No validation for invalid user id.

## Request – Invalid password

There is no invalid password, webservice will assigned the password according to the password sent during request. No validation for invalid password.

## Response – Invalid password

There is no invalid password, webservice will assigned the password according to the password sent during request. No validation for invalid password.

## Request – Invalid companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK1234</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – Invalid companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>99</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – Invalid provider

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA123</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – Invalid provider

There is no invalid provider. Webservice will create user based on the entered provider, if the provider did not exceed the length.

## Request – Invalid userName

There is no invalid username. Webservice will accept any username sent by request, if userName did not exceed the length. No validation for invalid userName.

## Response – Invalid userName

There is no invalid username. Webservice will accept any username sent by request, if userName did not exceed the length. No validation for invalid userName.

## Request – Invalid countryCode

There is no validation for countryCode. The validation is done in RCAS application, not in the webservice. Any character is accepted, if countryCode did not exceed the length.

## Response – Invalid countryCode

There is no validation for countryCode. The validation is done in RCAS application, not in the webservice. Any character is accepted, if countryCode did not exceed the length.

## Request – Invalid pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>aa</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – Invalid pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – Invalid applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>100</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – Invalid applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>99</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId xsi:nil=*"true"*/>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null adminPassword

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword xsi:nil=*"true"*/>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null adminPassword

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null userId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId xsi:nil=*"true"*/>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null userId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password xsi:nil=*"true"*/>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId xsi:nil=*"true"*/>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null provider

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider xsi:nil=*"true"*/>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null provider

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null userName

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName xsi:nil=*"true"*/>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null userName

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null countryCode

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode xsi:nil=*"true"*/>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null countryCode

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength xsi:nil=*"true"*/>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – null applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId xsi:nil=*"true"*/>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – null applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId></adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty adminPassword

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword></adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty adminPassword

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty userId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId></userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty userId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password></password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId></companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty provider

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider></provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty provider

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty userName

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName></userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty userName

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty countryCode

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode></countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty countryCode

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength></pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – empty applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId></applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – empty applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMSRCMSRCMSRCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length adminId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length adminPassword

No length validation for adminPassword. Webservice will verify adminPassword as entered by user.

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL1</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length adminPassword

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

 xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>99</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]></ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length userId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadminrcmsadminrcmsadminrcmsadminrcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length userId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length password

No length validation for password. Webservice will assigned the password as entered by user.

## Response – exceed length password

No length validation for password. Webservice will assigned the password as entered by user.

## Request – exceed length companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANKMAYBANKMAYBANKMAYBANKMAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length companyId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length provider

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIAMALAYSIAMALAYSIAMALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length provider

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length userName

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin RCMS Super Admin RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length userName

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length countryCode

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MALAYSIA</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length countryCode

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>100</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length pinLength

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

## Request – exceed length applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>MALAYSIA</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response – exceed length applicationId

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>97</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

# Test Login with Created Factory ID



PASSWORD\_MAX\_ERROR = 3

# Create Factory ID

## Request

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"*

 xmlns:ws=*"http://ws.cas.penril.net"* xmlns:ext=*"http://ext.message.ws.cas.penril.net"*

 xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Header/>

 <soapenv:Body>

 <wsCreateSuperUser>

 <adminId>RCMS</adminId>

 <adminPassword>RCMSONL</adminPassword>

 <userId>rcmsadmin1</userId>

 <password>Maybank123</password>

 <companyId>MAYBANK</companyId>

 <provider>10</provider>

 <userName>RCMS Super Admin</userName>

 <countryCode>MY</countryCode>

 <pinLength>10</pinLength>

 <applicationId>200</applicationId>

 </wsCreateSuperUser>

 </soapenv:Body>

</soapenv:Envelope>

## Response

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsCreateSuperUserResponse>

 <ns1:wsCreateSuperUserReturn xmlns:ns1=*"http://ws.cas.penril.net"*>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>0</responseCode>

 </msgHeader>

 </msg>]]>

 </ns1:wsCreateSuperUserReturn>

 </wsCreateSuperUserResponse>

 </soapenv:Body>

</soapenv:Envelope>

# Login with valid password

## Request

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>B471176E2CF6F0F90BD97ABD6FDEC2AFB6817E32384DB84E5B8447667F6F31148A4AD86AA41C2D859FE11CADA84426C1C03FB7BE5A303CF25F98FE1281946E3CD1B5AA8D5B2591413C16EBD84DEAA7E5320CB4CDDD19BFA076A90ECAA7867725526D19277744FD7358C3DB06CAF9FEECB790BEFD574B74C55BCA61545640816E</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## Response

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>0</responseCode>

 </msgHeader>

 <msgBody>

 <companyId>MAYBANK</companyId>

 <recordId>731251290</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <username>RCMS Super Admin</username>

 <passwordAgeRemaining>60</passwordAgeRemaining>

 <userStatus>Active</userStatus>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

# Login with invalid password - 3 times

## 1st Request– with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>12BD47D192A692EF876F57FFE69A94111EA2EE4E719EB638E10C5BA867FD71E083272CE547628EC600EE8E3353BC91A70FC48708EF7E2C4B670A85EF1349E4001F4AD0E65A04E9213A380B01680A69246338B1D90E9955DE4EB8C238F85C606FF7B0B032E666F47B68D1EB473C1D48B7931B0FEC093F2E5F24C03BBD1A67AC09</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## 1st Response – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>1</responseCode>

 </msgHeader>

 <msgBody>

 <recordId>0</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <passwordAgeRemaining>0</passwordAgeRemaining>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

## 2nd Request – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>12BD47D192A692EF876F57FFE69A94111EA2EE4E719EB638E10C5BA867FD71E083272CE547628EC600EE8E3353BC91A70FC48708EF7E2C4B670A85EF1349E4001F4AD0E65A04E9213A380B01680A69246338B1D90E9955DE4EB8C238F85C606FF7B0B032E666F47B68D1EB473C1D48B7931B0FEC093F2E5F24C03BBD1A67AC09</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## 2nd Response – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>1</responseCode>

 </msgHeader>

 <msgBody>

 <recordId>0</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <passwordAgeRemaining>0</passwordAgeRemaining>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

## 3rd Request – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>12BD47D192A692EF876F57FFE69A94111EA2EE4E719EB638E10C5BA867FD71E083272CE547628EC600EE8E3353BC91A70FC48708EF7E2C4B670A85EF1349E4001F4AD0E65A04E9213A380B01680A69246338B1D90E9955DE4EB8C238F85C606FF7B0B032E666F47B68D1EB473C1D48B7931B0FEC093F2E5F24C03BBD1A67AC09</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## 3rd Response – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>2</responseCode>

 </msgHeader>

 <msgBody>

 <recordId>0</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <passwordAgeRemaining>0</passwordAgeRemaining>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

## 4th Request – with valid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>B471176E2CF6F0F90BD97ABD6FDEC2AFB6817E32384DB84E5B8447667F6F31148A4AD86AA41C2D859FE11CADA84426C1C03FB7BE5A303CF25F98FE1281946E3CD1B5AA8D5B2591413C16EBD84DEAA7E5320CB4CDDD19BFA076A90ECAA7867725526D19277744FD7358C3DB06CAF9FEECB790BEFD574B74C55BCA61545640816E</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## 4th Response – with valid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>21</responseCode>

 </msgHeader>

 <msgBody>

 <recordId>0</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <passwordAgeRemaining>0</passwordAgeRemaining>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

# Login with invalid password - 2 times

## 1st Request– with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>12BD47D192A692EF876F57FFE69A94111EA2EE4E719EB638E10C5BA867FD71E083272CE547628EC600EE8E3353BC91A70FC48708EF7E2C4B670A85EF1349E4001F4AD0E65A04E9213A380B01680A69246338B1D90E9955DE4EB8C238F85C606FF7B0B032E666F47B68D1EB473C1D48B7931B0FEC093F2E5F24C03BBD1A67AC09</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## 1st Response – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>1</responseCode>

 </msgHeader>

 <msgBody>

 <recordId>0</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <passwordAgeRemaining>0</passwordAgeRemaining>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

## 2nd Request – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>12BD47D192A692EF876F57FFE69A94111EA2EE4E719EB638E10C5BA867FD71E083272CE547628EC600EE8E3353BC91A70FC48708EF7E2C4B670A85EF1349E4001F4AD0E65A04E9213A380B01680A69246338B1D90E9955DE4EB8C238F85C606FF7B0B032E666F47B68D1EB473C1D48B7931B0FEC093F2E5F24C03BBD1A67AC09</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## 2nd Response – with invalid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>1</responseCode>

 </msgHeader>

 <msgBody>

 <recordId>0</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <passwordAgeRemaining>0</passwordAgeRemaining>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

## 3rd Request – with valid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsVerifySimpleLogin>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:password>B471176E2CF6F0F90BD97ABD6FDEC2AFB6817E32384DB84E5B8447667F6F31148A4AD86AA41C2D859FE11CADA84426C1C03FB7BE5A303CF25F98FE1281946E3CD1B5AA8D5B2591413C16EBD84DEAA7E5320CB4CDDD19BFA076A90ECAA7867725526D19277744FD7358C3DB06CAF9FEECB790BEFD574B74C55BCA61545640816E</ws:password>

 <ws:pinLength>10</ws:pinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsVerifySimpleLogin>

 </soapenv:Body>

</soapenv:Envelope>

## 3rd Response – with valid password

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsVerifySimpleLoginResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsVerifySimpleLoginReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>0</responseCode>

 </msgHeader>

 <msgBody>

 <companyId>MAYBANK</companyId>

 <recordId>731251290</recordId>

 <isPasswordAgeThreshold>N</isPasswordAgeThreshold>

 <username>RCMS Super Admin</username>

 <passwordAgeRemaining>60</passwordAgeRemaining>

 <userStatus>Active</userStatus>

 </msgBody>

 </msg>]]>

 </wsVerifySimpleLoginReturn>

 </wsVerifySimpleLoginResponse>

 </soapenv:Body>

</soapenv:Envelope>

# Reset password for factory id

## Request

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsGenerateStaticPassword>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:autoSendIndi>I</ws:autoSendIndi>

 <ws:pinLength>10</ws:pinLength>

 <ws:resetByUserId>rcmsadmin1</ws:resetByUserId>

 <ws:resetByCompanyId>MAYBANK</ws:resetByCompanyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsGenerateStaticPassword>

 </soapenv:Body>

</soapenv:Envelope>

## Response

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsGenerateStaticPasswordResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsGenerateStaticPasswordReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>0</responseCode>

 </msgHeader>

 <msgBody>

 <referenceNo></referenceNo>

 </msgBody>

 </msg>]]>

 </wsGenerateStaticPasswordReturn>

 </wsGenerateStaticPasswordResponse>

 </soapenv:Body>

</soapenv:Envelope>

# Change password for factory id

## Request

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:ws=*"http://ws.cas.penril.net"*>

 <soapenv:Header/>

 <soapenv:Body>

 <ws:wsForceChangeStaticPassword>

 <ws:adminId>RCMS</ws:adminId>

 <ws:adminPassword>RCMSONL</ws:adminPassword>

 <ws:userId>rcmsadmin1</ws:userId>

 <ws:newPassword>7939C07928AD6911284BC147880B496D25709540AE01A90771EC00E1D73D1FE5B391CA97A6303E82A2B5689ACCD128EC484946C5DB5B127203E08886DA9FCC41024A73B3CFBDD42AEE3B42A50050BB4ECC54F5E667B05A4058BDAA397C617B02C876D9A2C11BF37F0D09DDFA3FBD90589EBC1E28C21C6EC4511690D8F48420A7</ws:newPassword>

 <ws:newPinLength>10</ws:newPinLength>

 <ws:oldPassword>62B316A86081C0F1C3AA1BFA96A1B06FFEEDF81DC32147E4E7DD5374C68C12AC1A8DCDA72726BAACA4AE1196C4323ACA72B0CCD89AE8F7B9FB3DFD073F5946A7EABE901ADB91CC79C998E03A81325C332DB3DE29555686D062D44C73FE9F5DC22C940AB9F8ABF3395B6DAB03631202B724577F727F9F9366192BB32E9A39B4FD</ws:oldPassword>

 <ws:oldPinLength>10</ws:oldPinLength>

 <ws:nonce>1212</ws:nonce>

 <ws:companyId>MAYBANK</ws:companyId>

 <ws:applicationId>200</ws:applicationId>

 </ws:wsForceChangeStaticPassword>

 </soapenv:Body>

</soapenv:Envelope>

## Response

<soapenv:Envelope xmlns:soapenv=*"http://schemas.xmlsoap.org/soap/envelope/"* xmlns:xsd=*"http://www.w3.org/2001/XMLSchema"* xmlns:xsi=*"http://www.w3.org/2001/XMLSchema-instance"*>

 <soapenv:Body>

 <wsForceChangeStaticPasswordResponse xmlns=*"http://ws.cas.penril.net"*>

 <wsForceChangeStaticPasswordReturn>

 <![CDATA[

 <?xml version="1.0" encoding="UTF-8" standalone="yes"?>

 <msg>

 <msgHeader>

 <responseCode>0</responseCode>

 </msgHeader>

 <msgBody/>

 </msg>]]>

 </wsForceChangeStaticPasswordReturn>

 </wsForceChangeStaticPasswordResponse>

 </soapenv:Body>

</soapenv:Envelope>